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INTRODUCTION

The Department of Defense (DoD) involvement in contingency and disaster
preparedness and response has increased and changed significantly in recent years.
The Department’s role in support of humanitarian missions, disaster relief and the
Global War on Terrorism (GWOT) has required a much greater commitment of
both our military personnel and civilian employees. An increased awareness of
the potential for a pandemic has further increased challenges in assessing
scenarios previously unforeseen.

As we look to the future, it is imperative to build a culture of preparedness for
these events. We must be ever more proactive. We must define individual and
organizational responsibilities for disaster preparedness and response.
Preparedness is everyone’s responsibility. Preparedness is power.

Why prepare?

Disasters and emergencies can disrupt hundreds of thousands of lives each year.
Each disaster has lasting effects both on people and property. If a disaster occurs
in a local community, the state, local, and Federal government agencies, as well as
disaster-relief organizations, will try to help, but personal preparedness is equally
essential. Knowledge of how to respond to severe weather or any other disaster is
key. Being prepared can reduce fear, anxiety, and the loss associated with disaster.

In addition to personal preparedness, the Executive Branch departments and
agencies are required by Presidential Directive to be prepared to continue to
perform their essential functions under a broad range of circumstances and are
charged with having Continuity of Operations Plans (COOP) in place. COOP is
covered on page 13 of this guide.

Using this guide

This guide contains advice for employees, managers and Human Resource (HR)
practitioners on how to prepare for, respond to, and recover from disasters and
emergencies. It is designed to assist management officials in exercising their
authorities, fulfilling their responsibilities, and carrying out their management
functions during disasters and emergencies. It addresses a number of human
resource management areas to which special provisions apply during such
situations. Used in conjunction with information and instructions from local
emergency management offices as well as installation or command guidance, this
guide will assist DoD employees with preparing for disaster response.

Information for management and HR practitioners is intended for use in making
initial decisions prior to a disaster and throughout the response phase. Managers
and HR practitioners should be aware of and understand the additional flexibilities
that may be available to help sustain operations and safeguard their employees

Cpimns 5 of 102 May 2007



should an emergency arise. When the circumstances of a particular situation raise
questions or concerns about applicability and interpretation of guidance contained
herein, or require more detailed information upon which to make a decision,
management officials should refer to the cited references or discuss with their
human resources office as soon as practicable. The most up-to-date guidance will
also be available on the Civilian Personnel Management Service (CPMS) Disaster
Preparedness and Response website under www.cpms.osd.mil/disasters.

Applicability

This guide provides information that is generally applicable to the entire DoD
civilian workforce regardless of duty station or level of seniority. It is
applicable to crisis situations arising in connection with homeland defense as
well as to those arising in overseas areas. It applies to Nonappropriated Fund
(NAF) employees as well as appropriated fund employees, unless otherwise
stated. Specific references covering foreign national employees, contractor
employees, and the unique circumstances related to Noncombatant Evacuation
and Repatriation are also included.

Information in this guide does not address special provisions found in Title 32
for the employment of National Guard military technicians.

Defining an Emergency

Emergencies and crises that confront society come in many forms. Although each
situation is unique, the steps needed to plan and deal with them are similar. The
Federal Emergency Management Agency (FEMA) provides comprehensive
information on the different types of crises and how to prepare for them at:
www.fema.gov/areyouready/index.shtm. The planning information in this guide is
generally applicable to the wide spectrum of crises, unless otherwise noted. A
brief explanation of some of the different type of crises is provided below:

Natural Disasters

Natural disasters are events that threaten lives, property, and other assets.
Often, they can be predicted, as the same type of disaster tends to occur
repeatedly in the same geographical location due to weather patterns or
physical characteristics of an area. Natural disasters include floods, fires,
earthquakes, tornadoes, and hurricanes.
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Biological Threats

Biological agents are organisms or toxins that can kill or incapacitate
people, livestock, and crops. The three basic groups of biological agents
that would likely be used as weapons are bacteria, viruses, and toxins.

Pandemics

Pandemics occur when a novel influenza virus emerges and can be
efficiently transmitted between humans. Pandemic flu is virulent human
flu that causes a global outbreak, or pandemic, of serious illness. Because
there is little natural immunity, the disease can spread easily from person to
person.

In November 2005, President Bush issued the "National Strategy for
Pandemic Influenza," designed to guide the country's preparedness and
response to an influenza pandemic. The DoD Implementation Plan for
Pandemic Influenza, signed August 17, 2006, provides guidance enabling
combatant Commanders, Military Departments and DoD agencies to
develop plans to prepare for, detect, respond to, and contain the effects of a
pandemic on military forces, DoD civilians, DoD contractors, dependents,
and beneficiaries.

The Pandemic Flu home page www.pandemicflu.gov provides one stop
access to Government avian and pandemic flu information. The DoD
official website for pandemic flu information, www.dod.mil/pandemicflu
provides specific information for the DoD workforce. = The DoD
Implementation Plan is available on this site. The Office of Personnel
Management (OPM) Pandemic Influenza website provides information and
guidance for civilian human capital management during a pandemic health
crisis. This helpful website for employees, supervisors and managers may
be found at www.opm.gov/pandemic. DoD Human Resources (HR)
information on Pandemics can be found in the DOD HR Guide on
Pandemic Influenza available at www.cpms.osd.mil/disasters.

Communicable Disease

A Communicable Disease is described as an illness due to an infectious
agent or its toxic product, which may be transmitted from a reservoir to a
susceptible host either directly as from an infected person or animal or
indirectly through an intermediate plant or animal host, vector, or the
inanimate environment. These vary from the common cold to more
uncommon diseases like meningitis and infectious diseases like AIDS and
hepatitis. A communicable disease differs from a Pandemic in that it may
occur in a defined radius or in smaller confined groups.
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Technological Hazards

Technological hazards include hazardous materials incidents and nuclear
power plant failures. Usually, little or no warning precedes these incidents.
The number of technological incidents is escalating, mainly as a result of
the increased number of new substances and the opportunities for human
error inherent in the use of these materials.

Terrorist Attacks

Terrorism is the use of force or violence against persons or property in
violation of the criminal laws of the United States for purposes of
intimidation, coercion, or ransom. Acts of terrorism include threats of
terrorism; assassinations; kidnappings; hijackings; bomb scares and
bombings; cyber attacks (computer-based); and the use of chemical,
biological, nuclear and radiological weapons.

Regardless of the type of crisis, it is imperative to be aware of the risk and to take
sensible precautions to protect yourselves, your families, and your communities.

PART ONE
GETTING READY

BUILDING A CULTURE OF PREPAREDNESS

Why is it important to build a culture of preparedness? As with any major event,
identifying the strategies needed to make the event go smoothly, and practicing the
strategies and the timelines for their deployment, lead to successful execution.
Preparation and exercising also enable the identification of unforeseen risks, while
permitting time, in a non-crisis environment, to develop a risk mitigation plan.
Finally, practicing facilitates the clear identification of roles and responsibilities
and how they need to interface and synchronize for successful emergency
management.

It is the Department’s goal to instill preparation, response, and recovery initiatives
for any threat whether it be in CONUS or OCONUS. The Department is seeking
to institutionalize disaster/emergency preparation and evacuation for the entire
community.

Emergency preparedness is a multi-faceted, continuous process. Its success
depends on the involvement of varied stakeholders and attention to a myriad of
details. The DoD Human Capital Emergency Preparedness Checklist at Appendix
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A highlights preparedness activities and provides a useful tool in their
management.

Roles

Everyone in the DoD community has a role to play in building a culture of
preparedness. As individuals, we are responsible for the protection of ourselves
and our families by knowing what to do before, during, and after an event. The
organization and installation are responsible for ensuring command guidance and
requirements for plans and procedures to follow in the event of a disaster or
emergency are in place. Supervisors and managers are responsible for
communicating those plans to the workforce and practicing so that problems are
resolved before the plan is needed. At the time of an emergency everyone should
be familiar with their role, know what they need to do to keep safe and out of
harm’s way, and the strategies to continue operations throughout a disaster.

Planning and Preparedness

In times of natural disasters, pandemics, technological hazards, or acts of
terrorism, there may be an immediate and unanticipated disruption within and
around an organization’s physical location. Individuals may not be able to report
for duty, communications equipment may be destroyed or ineffective, information
systems may be inaccessible. A health crisis of pandemic proportions may create
shortages of essential goods and medical supplies, limit travel, and elevate
absenteeism to a level that impedes mission accomplishment. Disruptions may
occur on local, regional, national, or even a global scale. Established policies and
procedures may be impossible to implement, or may require modification.
Management officials must ensure that their contingency and emergency planning
addresses such circumstances to the maximum extent possible, keeping in mind
that there may well be unexpected requirements that must also be addressed. All
employees should be informed how they are to report their status in any of these
situations; plans should include alternatives to telephonic notification, for
example, web based systems.

Supervisors should:

1. Post the telephone number for the supporting Human Resources Office on
the organization’s official bulletin board, or other conspicuous locations, so
employees are aware of the appropriate source of information for answers
to questions regarding leave, health, life insurance, or death and injury
benefits.

2. Maintain an emergency file consisting of organizational charts, employee
recall information, lines of succession for mission essential functions,
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points of contact in the Human Resources Office, contact information for
both the local Employee Assistance and Office of Workers Compensation
Programs, Office of Workman’s Compensation instructions (and forms
CA-1 and CA-16), a copy of this guide, and any agency and local guidance
regarding next-of-kin notification procedures. Supervisors should not
attempt to discuss benefits or entitlements with employees or family
members during emergency situations, and should always consult with the
supporting Human Resources Office.

3. Encourage employees to provide up-to-date emergency contact
information. At a minimum this information should include the name and
address of an emergency contact, along with a day and night telephone
number. Privacy Act laws apply to this information and thus appropriate
administrative, technical and physical safeguards must be in place to
protect and preserve the security and confidentiality of the information.

4. Maintain an electronic and paper copy of this critical emergency
information.  Supervisors should understand the circumstances during
which this information may be needed and how it could be accessed in the
event it is not possible to access the regular worksite.

It is critical, during any emergency, that management officials follow these
basic steps to ensure all employees and their families are kept abreast of the
situation and the impact it will have on them. This information should be
reviewed, verified, and updated whenever a change occurs, or at least annually,
to ensure that it remains current.

Employees should:

1. Provide emergency contact information. This voluntary information may be
crucial in contacting the employee or their family members in order for the
organization to render assistance before, during or following a crisis.

2. Update their emergency contact information with their supervisor whenever
a change occurs. This information should be reviewed and verified on an
annual basis.

3. Periodically review other personal information such as all designation of
beneficiary forms and update as needed.

4. Familiarize themselves with the organization’s Continuity of Operations
Plan (COOP) and be prepared for their role during an emergency.

Organizations and offices should:

1. Periodically reinforce and exercise emergency procedures and have a
predetermined place to meet so that a proper accounting of employees may
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be conducted.

2. Instruct employees going on TDY as to whom to contact at their home
office in the event that a contingency or emergency occurs at the TDY
location.

3. Make the organization or Command COOP available to all employees and
practice these plans to ensure Mission Essential Functions (MEF) continue
during an emergency.

4. Ensure lines of succession and delegations of authority are in place and
that employees responsible for these functions are informed, trained and
prepared.

The Civilian Personnel Management Service maintains an up-to-date website
providing guidance for employees, management and human resources
personnel for disaster preparedness and response at
www.cpms.osd.mil/disasters.

References:

(@) DoD Directive 1400.31, “DoD Civilian Workforce Contingency and
Emergency Planning and Execution,” April 28, 1995

(b) DoD Instruction 1400.32, “DoD Civilian Workforce Contingency and
Emergency Planning Guidelines and Procedures,” April 24, 1995

(c) DoD Directive 1100.18, “Wartime Manpower Mobilization Planning,”
January 31, 1986

(d) DoD Instruction 1100. 19, “Wartime Manpower Mobilization Planning
Policies and Procedures,” February 20, 1986

(e) DoD Directive 3020.36, “Assignment of National Security Emergency
Preparedness (NSEP) Responsibilities to DoD Components, November
2, 1988

(f) DoD Instruction 3020.37, “Continuation of Essential DoD Contractor
Services During Crises,” November 6, 1990

(9) DoD Directive, 3020.40, “Defense Critical Infrastructure Program
(DCIP), August 19, 2005

Component and Agency Preparedness

While it is everyone's responsibility to be prepared, the ultimate success of DoD’s
mission accomplishment in contingencies and disasters rests with local
management officials, from base commanders, through senior- and mid-level
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managers, to first line supervisors. In addition to planning and preparedness
responsibilities to ensure a smooth transition to disaster and contingency
operations, management officials must ensure sustainment of the civilian
workforce throughout the crisis and a smooth transition back to regular operations
upon completion of the extraordinary mission requirements.

Components and installations should become familiar with the following
authorities and plans well in advance of an emergency to ensure a ready response:

e Human Capital Management Authorities
e Personnel Accountability Procedures

e Evacuation Planning and Funding

e Occupant Emergency Plans

e Disability Plans

e Continuity of Operations Plans

e Security Plans

e Public Health Emergency Plans

Additional information on these authorities and plans follows:

Human Capital Management Authorities

There are a number of personnel authorities that can be evoked to facilitate the
continuity of mission operations, while safeguarding the workforce. These
include: evacuation of employees to a safe haven; seeking initiation of an
emergency leave transfer program; implementing emergency hiring procedures;
and waiving the premium pay cap to allow needed overtime. An understanding of
these authorities and how they can be used during an emergency is a critical part
of the planning process. Additional information on these authorities can be found
in Appendix B.

Personnel Accountability

The workforce must be accounted for when disasters strike. Managers should
develop procedures to drive emergency report-in response from the bottom up.
Because lines of communication may be severed, local and long-distance report-in
procedures must have redundancies. Employees must be made aware of pre-
established toll free numbers for emergency report-in as well as pre-established
web site and e-mail addresses.

Employees should be provided wallet cards with the emergency call-in procedures
so that they are aware, prior to the need, of how to report-in during a disaster. A
sample wallet card is at Appendix C. Report-In procedures should be exercised
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and included in personnel orientation and in-processing to ensure rapid response
and familiarity before a disaster or contingency occurs. Employees should
complete DD Form 93, “Record of Emergency Data”, or provide information
required on the form through an automated personnel data system utilized by their
component, for example, Electronic Official Personnel Folder or emergency
contact information system. A copy of DD Form 93 and a sample card are located
at www.cpms.osd.mil/disasters under the Employee Emergency Report-In
Information tab.

Management is responsible for maintaining an up-to-date list of personnel
assigned by unit or organization as well as those serviced by the installation.
Emergency contact information for each employee is also crucial to obtain 100%
personnel accountability. Again, redundancy is crucial to prepare for situations
when paper copies of information are not accessible. Data systems must have a
back-up file at a geographically separate location.

DoD Instruction, 3001.02 explains personnel are considered accounted for when
any of the following occur:

e The person is physically present.
e The person has been contacted or has made contact.

e The person is in an official status of unauthorized absence, deceased, or
missing.

e A family member indicates the person is accounted for or accountability is
verified through other means.

Reference:

DoD Instruction 3001.02, “Personnel Accountability in Conjunction With
Natural or Manmade Disasters,” August 8, 2006

Evacuation Pay

A line of accounting to fund travel and transportation entitlements must be
updated at the beginning of each fiscal year. The message transmitting these fund
cites is available at www.cpms.osd.mil/disasters under the “Information for
Employees, Supervisors and Managers” tab, “Evacuation Authorities” sub tab.
Management should also identify authorities and procedures for notifying
personnel of evacuation and the next steps to guide the installation population
through the event. Processes for flow of information to and from decision makers
to and from personnel and family members must be identified. Pre-establish
multiple evacuation/safe haven destinations and familiarize the work force with
these locations and procedures. All emergency data and procedures should be
updated at least annually to maintain viability.
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Occupant Emergency Plan

Occupant Emergency Programs establish procedures for safeguarding lives and
property in and around a Federal facility during emergencies. Occupancy
Emergency Plans (OEP) are sets of procedures to protect life and property in
Federally occupied space under defined emergency conditions. OEPs are required
for all buildings leased through the Government Services Agency (GSA).
Commands occupying leased space must familiarize themselves with their OEPs.

Disability Planning

Executive Order 13347, Individuals with disabilities in Emergency Preparedness,
issued on July 22, 2004, directs the federal government to appropriately address
the safety and security needs of people with disabilities. To meet the requirements
of this directive, all phases of emergency management must consider the needs of
people with disabilities, including varying disabilities (e.g., vision, mobility,
developmental, psychiatric, and hearing). It is prudent to involve individuals with
disabilities in the planning stage in order to ensure their needs are adequately
addressed in the plan. While employers bear much of the responsibility for
emergency preparedness planning, employees with disabilities must also take the
initiative to ensure their own safety.

The Department of Labor (DOL) has prepared a guide that provides detailed
information to consider in developing workplace emergency plans for people with
disabilities. The guide may be found on the DOL site at www.dol.gov by entering
“Preparing the Workplace for Everyone” in the search tool.

Reference:

Executive Order 13347, “Individuals with disabilities in Emergency
Preparedness,” July 22, 2004

Continuity of Operations Plans

Reference (a) directs that DoD shall have a comprehensive and effective Defense
Continuity Program that ensures accomplishment of DoD component Mission
Essential Functions (MEF) is not impeded by the emergency. Communications,
facilities, information technology, trained personnel and other assets are necessary
to continue the MEF and must be considered in development of a COOP.
Mission Essential Functions must be identified as well as individuals who will
perform them.

The continuity planning process consists of:
(1) Establishment of Core Requirements,

(2) Determination of Capabilities Requirements and
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(3) Writing Plans and Procedures.

Reference (b) provides guidance on requirements for addressing these issues in a
COOP. Executive Order 12656, “Assignment of Emergency Preparedness
Responsibilities,” November 18, 1988 directs that the national security is
dependent upon the ability of continuity of government during any emergency.
Federal departments and agencies are responsible for ensuring continuity
preparedness planning, see reference (c).

Reference (d) directs Federal Executive Branch departments and agencies to
incorporate strategies and plans for dealing with Pandemic Influenza in continuity
of operations plans at all levels.

The key elements of a COOP include: identification of Mission Essential
Functions; defined Delegations of Authority; and Defined Orders of Succession.

Mission Essential Functions

Mission Essential Functions are not new authorities, requirements or functions.
They are existing functions that enable organizations to provide vital services,
exercise civil authority, maintain the safety and well being of the general
populace, and sustain the industrial/economic base in an emergency. These
essential functions are considered mission critical and must be continued
during any emergency in order to facilitate emergency management and overall

national recovery. To effectively identify essential functions, organizations
should:

e Select essential functions considering the dynamic nature of the potential
Crisis.

o Reexamine prioritization of essential functions considering the impact of
the duration of the crisis on personnel and mission accomplishment.

o Identify essential functions that cannot be performed from home or other
locations and make plans for how they will be performed.

o Identify critical systems and operations that can be redistributed and
supported from other offices.

o Review the effect of the potential crisis on essential contract and support
services and organizational operations, and develop mitigation strategies.

e Consider the need for cross-training to ensure backups to essential staffs are
available to perform essential functions.
Delegation of Authority

Clear pre-established delegations of authority are vital to ensuring all
organizational personnel know who has authority to make key decisions in a
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COOP situation. These delegations should be documented and readily
accessible.

Orders of Succession

Just as important as Delegations of Authority, Orders of Succession are
essential to an organization’s COOP plan to ensure personnel know who has
authority and responsibility if the leadership is incapacitated or unavailable in a
COQP situation.

Orders of succession must:

Be applied to key leadership positions.

Be established by positions or titles, rather than by name.

Include rules and procedures for successors.

Ensure all successors are trained to assume the lead position.

Ensure plans incorporate rules pertaining to the succession of command of
military organizations.

e Plan for geographical dispersion, taking into account the possibility of
different orders of succession depending on the nature of the crisis.

References:

(a) DoD Directive 3020.26, “Defense Continuity Program (DCP),” September
9,2004

(b) DoD Instruction 3020.42, “Defense Continuity Plan Development,”
February 17, 2006

(c) Executive Order 12656, “Assignment of Emergency Preparedness
Responsibilities,” November 18, 1988

(d) Federal Emergency Management Agency Memorandum, “ Continuity of
Operations (COOP) Pandemic Influenza Guidance,” March 1, 2006

Security Plans

The statutory authority to establish security procedures for the protection and
safeguard of DoD installations, facilities, personnel and property, and to conduct
necessary inspections at security gates and building entrances is contained in
Section 797 of Title 50, United States Code (Section 21 of the Internal Security
Act of 1950). The Secretary of Defense has implemented this statute through
reference (a).

Reference (a) assigns responsibility to the Secretaries of the Military Departments
and Heads of other DoD Components for establishing security policies and
procedures, including gate inspections and restricted access to facilities, as
deemed appropriate. It also designates personnel assigned to command positions
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at all levels and the heads of the Defense Agencies and Field activities as
“commanders,” to issue necessary regulations to protect and secure the facilities,
personnel and property under their command. Those Commanders must
conspicuously post and enforce the orders and regulations they issue.

Regulations include the protection or security of a military facility or property
subject to DoD jurisdiction or a military conveyance, to include ingress or egress
to such places. The regulations provide for gate inspections at closed bases, i.e.,
those installations whose entrances are protected from routine public access.
Those inspections may be directed to every vehicle or follow a random pattern,
though certain vehicles may be more likely to be searched than others. The use of
dogs and various types of mechanical devices are permissible. The occupants of
the vehicles and individuals entering by bicycle, motorbikes, motorcycles, or on
foot are also subject to inspection. Security inspections are not limited to
perimeter gates, but may also be employed at other locations within the DoD
reservation. Common examples include fenced areas, flight lines, buildings, parts
of buildings, and conveyances.

Federal courts, the Federal Labor Relations authority (FLRA), and the Merit
Systems Protection board recognize the unique status of Federal agencies and
military installations, and the need for these entities to implement internal security
requirements. The courts have long recognized that persons who enter a military
base may have to surrender some of their individual rights so that military security
can be maintained. An inspection of persons and vehicles at the gate of a military
base does not have to comply with Fourth Amendment standards applicable to a
public street.

FLRA decisions have established that an agency’s right to determine internal
security practices, in accordance with reference (b), includes the right to determine
the policies, practices, and investigative techniques that are necessary to safeguard
its operations, personnel, and physical property against internal and external risks.
Reference (b) also provides that an agency may take whatever actions are deemed
necessary to carry out its mission during emergencies, including changes to the
established security procedures. In such cases, the FLRA has recognized that
there may be instances where the agency may implement a change due to an
emergency situation and bargain with the union over appropriate arrangements for
employees adversely affected on a post-implementation basis.

Each DoD Component has specific policies and guidelines related to security
inspections. Management officials should refer to these and their activity’s local
policies and guidelines when planning and conducting these inspections.
Employees who refuse to consent to an inspection of their person or vehicle could
be denied access to the installation or facility. Employees, who are prevented by
their own actions from reporting to work during their scheduled duty hours, could
suffer a loss of leave or pay, and may also be subject to disciplinary actions,
depending on the specific circumstances and the applicable government-wide,
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Component, and local policies and regulations. When any of the above actions are
required, either to establish new security policies or address employees who
violate such policies, it is recommended that the servicing human resources
professional be contacted for guidance and assistance.

References:

(@) DoD Instruction 5200.8, “Security of DoD Installations and Resources,”
December 10, 2005

(b) Section 7106(a)(1) of title 5, United States Code

Public Health Emergencies

DoD policy, see reference below, establishes procedures to protect facilities and
personnel working, residing, or visiting military installations in the event of a
public health emergency due to biological warfare, terrorism, or other public
health emergency involving a communicable disease epidemic.

Military commanders required to issue regulations for protecting and securing
property or places under their command shall designate a Public Health
Emergency Officer (PHEO). A PHEO is a senior health professional military
officer or DoD civilian employee affiliated with the local or higher command,
responsible for coordinating efforts to contain the spread of disease and for
reporting to the Centers for Disease Control (CDC) and other local and Federal
agencies as appropriate.

In the event of a public health emergency it may be necessary to institute isolation
or quarantines to prevent the spread of infection. Restriction of movement may
also be imposed to prevent or limit the transmission of a communicable disease.

During a declared public health emergency, a commander, in consultation with the
PHEO, may exercise special powers relating to persons necessary to prevent the
spread of communicable diseases. To the extent necessary for protecting military
property or places, such special powers may also include persons other than
military personnel who are present on a DoD installation or other area under DoD
control. Special requirements are provided for individuals placed in quarantine to
ensure their safety and well being while quarantined.

Preparations should be made for the protection and well being of the workforce
during a health crisis of pandemic proportions. Managers and supervisors should
be aware of and have plans to institute the flexibilities outlined in the OPM guide,
Human  Capital Planning for Pandemic Influenza, available at
www.opm.gov/pandemic. Supervisors have options available to assist employees
during a pandemic health crisis, such as utilizing the home as a safe haven to
promote social distancing. Telework is an option that should be explored and
planned for well before the onset of a pandemic health crisis.
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In the case of a public health emergency, requirements in addition to those already
discussed, may have to be invoked.

References:

DoD Directive 6200.3, "Emergency Health Powers on Military Installations,"
05/12/2003

Improving and Practicing Preparedness Plans

Developing plans in and of themselves is not sufficient for success. The plans
must be practiced regularly, varying the types of drills. Each drill should be
conducted as seriously as an actual emergency. Practice provides the opportunity
to determine what works and what does not. Planning is an ongoing effort, and
plans and associated documents should never be regarded as final or complete.
They must be evaluated and updated on a regular basis.

A sample checklist for use in the assessment of the readiness of Human Resource
emergency planning strategies can be found at Appendix D.

In addition to practicing, it is imperative that resources are assigned to
Component/installation emergency preparedness efforts. These can be full time or
collateral duty, but should involve all of the stakeholders who will need to work
together in times of crisis. At a minimum, emergency preparedness teams should
have membership from the following installation offices: COOP, emergency
preparedness, civilian personnel, health affairs, information technology, public
affairs, and safety. Team members should be aware of their responsibilities in
support of emergency preparedness and provided sufficient training to
competently exercise these duties. It is only through these combined efforts that
preparedness will be assured.
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PART TWO

WHEN AN EMERGENCY
STRIKES

There are two primary concerns that need to be addressed when a disaster occurs:
1. Continuity of essential mission operations and
2. Safeguarding the DoD workforce.

There are a number of strategies that can be deployed by commands to meet both
these objectives.

CONUS Evacuations and Safe Havens

The commander, director, head, chief or supervisor of an organization or office
may order an evacuation from a location in the Continental United States
(CONUS). Chapter 12 of the Joint Travel Regulation, C1200 C, provides the
officials who may authorize or order an evacuation:

e The Secretary of Defense, or the Secretary’s designated representative
(USD (P&R)) for employees and dependents of DoD Components;

e The Secretary of the Army, Navy or Air Force, or the Secretary’s
designated representative, for civilian employees and dependents of the
respective Service;

e The head of a DoD component or designated representative;
e The commander of a U.S. installation or designated representative; and

e The commander, director, head, chief or supervisor of an organization or
office.

Allowances may be paid as soon as one of these officials orders an evacuation.

Section 5725 of title 5, United States Code (U.S.C.), authorizes transportation at
Government expense to a safe haven location when an evacuation is authorized or
ordered. Safe haven means a designated area to which an employee or dependent
will be or has been evacuated. Local installation commanders, or other
authorities, as described above, determine the need to evacuate and define the
geographic area of a designated safe haven for DoD civilians.

Section 5522 of title 5, United States Code (U.S.C.), and Subpart D of 5
CFR 550, provide authority for advance pay, allowances, and differentials when
an employee and/or dependents are authorized or ordered to evacuate the
employee’s Permanent Duty Station (PDS). Managers may advance an employee
up to 30 days of pay; payment is based on the rate of pay the employee is earning
at the time of the advance and the advance must be repaid. Evacuation pay is a
continuation of the employee’s regular pay that continues during the period of
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time during which the order to evacuate remains in effect and can continue for 180
days. There are three types of payments during an evacuation that may be made
to an employee who has received an order to evacuate. These payments include
advance pay, evacuation pay, and special allowances. An evacuee can receive
advance pay (salary, allowances and differentials), evacuation pay (salary,
allowances and differentials), and special allowances (travel expenses, per diem,
and reimbursement for other direct added expenses incurred), depending on the
situation.

Employees (and their dependents) may receive the maximum amount of
authorized travel and subsistence expenses for the first 30 days of an evacuation.

After 30 days, the amount of subsistence expenses shall be reduced to 60 percent
for the duration of the evacuation not to exceed 180 days.

A message is transmitted annually by the Per Diem Travel and Transportation
Allowance Committee providing CONUS evacuation entitlements. The message
for the current fiscal year may be found at http://www.cpms.osd.mil/disasters in
the “Evacuation Authorities” sub-tab. A line of accounting data to fund travel and
transportation entitlements must be updated at the beginning of each fiscal year.
Management should also identify authorities and procedures for notifying
personnel of evacuation and the next steps to guide the installation population
through the event. Processes for flow of information to and from decision makers
to and from personnel and family members must be identified. Leadership must
identify pre-established multiple evacuation/safe haven destinations and
familiarize the work force with these locations and procedures.

For DoD employees to be eligible for evacuation payments an evacuation order
must be issued by one of the authorized DoD officials. An evacuation ordered by
local civil authorities does not authorize evacuation payments for DoD employees.

Evacuation allowances may be paid for up to 180 days, as determined by the order
authorizing official. If a situation of imminent danger occurs at the initial safe
haven, a subsequent evacuation may be ordered from the safe haven not to exceed
180 days after the subsequent order. For example, if an employee has received
evacuation payments for 3 weeks and is subsequently evacuated to another safe
haven, a new 180-day period during which evacuation payments may be received
begins on the date of the second evacuation order.

Title 5, Code of Federal Regulations (CFR) was amended to include section
550.409 which addresses evacuation payments during a pandemic health crisis.
These rules were effective September 18, 2006 and provide that agencies may
direct an employee to work from his or her home or alternative location mutually
agreeable to the agency and employee, and that the employee’s home may be a
safe haven during a pandemic health crisis. The ability to designate the home as a
safe haven is applicable only during a pandemic. Special allowance payments
may also be made by the agency, based upon a case-by-case analysis, to offset the
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direct added expenses incidental to performing work from home or mutually
agreed upon alternative location during a pandemic health crisis.

References:
(a) Sections 5522-5524 of title 5, United States Code
(b) Section 5725 of title 5, United States Code
(c) Title 5, Code of Federal Regulations, Section 550 Subpart D
(d) JTR Chapter 12

Evacuees Return to Work at Permanent Duty Station (PDS) but Home Is
Uninhabitable

The Office of Personnel Management (OPM) has interpreted its evacuation
regulations so that an evacuated employee who is returned to the Permanent Duty
Station (PDS) may be paid per diem while working at the PDS if the employee's
residence is uninhabitable. In such cases, the employee's dependents may
continue to receive per diem at the safe haven.

Normally, travel allowances would not be payable if the employee is working at
the PDS. However, if an employee's home is uninhabitable, an agency may use
the special allowance authority in OPM's regulations at 5 CFR 550.405 to pay
subsistence expenses (including lodging) for the employee. The authority to pay
subsistence expenses under 5 CFR 550.405 is discretionary and may be applied
regardless of whether the lodging is within (or outside of) the boundaries of the
duty station.

References:
(a) Sections 5522-5524 of title 5, United States Code
(b) Title 5, Code of Federal Regulations, Section 550 Subpart D
(c) Joint Travel Regulations, Appendix I, Part B, Section 550.407(d)

Work Assignments

Section 7106(a)(2) of title 5 United States Code, provides management officials
with the statutory right to direct employees and to assign work to them.
Subsection (D) of this reference specifically gives management officials the right
to take whatever actions may be necessary to carry out the agency mission during
emergencies. Thus, management officials have a clear statutory authority to
reassign, relocate, or detail employees and to make temporary work assignments,
as necessary, to meet the needs dictated by the crisis situation. Employees who
disagree with any such assignments must comply with the assignment at the time
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the direction is given, with any appeals or grievances to be filed and acted upon at
the earliest practicable time thereafter.

For bargaining unit employees, applicable Federal Labor Relations Authority case
law has established that the right to assign work includes the right to determine the
particular duties and work that will be assigned, the particular employees to whom
the duties and work will be assigned, when such assignments will occur, and when
the work will be performed. Included in this right is the authority to determine the
particular qualifications and skills needed to perform the work and to make
judgments as to whether employees meet those qualifications requirements.

Reference:
Section 7106(a)(2) of title 5, United States Code

Work Schedules

Full-time employees within DoD have a basic administrative workweek of 40
hours, unless they are working under an approved alternate work schedule (AWS)
exception, such as a flexible or compressed schedule.

For employees on a regular tour of duty, references (a) and (b) require that each
employee’s tour of duty be scheduled in advance of the administrative workweek
over a period of not less than one week, consisting of five consecutive workdays,
with the same working hours in each day. During contingencies and emergencies,
management officials have the authority under subsection (a)(3) of reference (a)
to change work schedules to meet mission requirements without regard to these
scheduling requirements. This authority should be used only when necessary, and,
to the extent possible, affected employees should be informed of the reasons for
the schedule changes as well as the expected duration of such changes.

Management officials also have the authority, under reference (a), to terminate
AWS, whether flexible or compressed work schedules, when they determine that
continuation of such schedules would have an adverse impact on mission. This
authority may be exercised in connection with contingencies and emergencies, but
should be used only when essential.

For alternative work schedules covered by a negotiated agreement with bargaining
unit employees, section (c)(3)(A) of reference (c) requires that the agreement be
reopened to seek termination of the schedule involved. Since the Federal
Employees Flexible and Compressed Work Schedules Act of 1982 intends the
establishment and termination of alternative work schedules to be fully negotiable,
management cannot assert a management right as a basis for terminating an
alternative schedule that has been negotiated. Before reopening an agreement to
seek termination of an alternative work schedule, management should review the
existing agreement to determine whether it already provides sufficient leeway to
make adjustments required to accomplish the mission dictated by the contingency

Cpms 23 of 102 May 2007



or emergency.

If the agreement must be reopened, and there is insufficient time to complete
bargaining before the alternative schedule must be terminated, management must
establish that the agency’s ability to effectively and efficiently carry out its
mission is being impeded by the lengthy negotiations. If bargaining is not
completed before the schedule is terminated, negotiations must be continued after
the termination has been effected. Any agreement reached under these
circumstances should be applied retroactively, if practical.

If impasse is reached in bargaining with respect to terminating an alternative work
schedule, the impasse is presented to the Federal Service Impasses Panel for
resolution. The Panel is required to take final action in favor of the agency if there
is evidence that an alternative work schedule has caused adverse agency impact.
The Panel encourages the agency to present information on the methodology used
to collect the evidence to support its determination that there is adverse agency
impact. The Panel also expects that the agency would rely on evidence from the
time period when there is adverse impact, rather than on evidence collected after
the fact.

References:
(&) Section 6101 of title 5, United States Code
(b) Title 5, Code of Federal Regulations, Section 610.121
(c) Section 6131 of'title 5, United States Code

Telework

Arrangements for employees to telework at home or at an alternate work location
are particularly appropriate when traditional worksites have been evacuated as a
consequence of emergencies or access is restricted for social distancing purposes.
Managers and employees are encouraged to implement telework agreements to the
maximum extent possible within the parameters of each DoD Component's
telework policy. Information about implementing telework efficiently and
effectively is available at the GSA/OPM website, www.telework.gov and the
Defense Civilian Personnel Management website, http://www.cpms.osd.mil/.
Information regarding the impact of a Pandemic on telework is available on the
OPM website www.opm.gov.

A sample telework agreement can be found in Appendix E.
References
DoD Instruction 1035.01, “Telework Policy,” April 3, 2007
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Administrative Dismissal of Employees

Commanders and Heads of Activities are provided the authority to close all or part
of an activity and to administratively excuse the civilian workforce. Information
on this authority may be found in the reference below. This authority may be used
when there is an unanticipated curtailment of operations or unforeseen
interruptions of transportation or building services. While this authority has
traditionally been used in connection with extreme weather and natural disasters, it
is intended to enable management officials to address all situations involving
severe conditions or disruptions of normal operations. Thus, it is equally
applicable throughout the broad range of contingencies and emergencies with
which DoD deals.

When exercising administrative dismissal authority, management officials have
the discretion to excuse all or any portion of the civilian workforce. Specific
organizations, such as those responsible for snow removal, fire protection, or
physical security, may be excluded. Section SC610.3.4 of DoD 1400.25-M, “DoD
Civilian Personnel Manual,” reference below, requires that these employees be
identified in advance and notified that they are expected to report for, or remain at,
work during emergency situations unless otherwise notified. In addition, specific
employees may be designated as mission essential, based on the circumstances of
a particular contingency or emergency situation, and excluded from the group
dismissal. To the extent possible, these employees should also be identified and
notified in advance. Even with the best planning, however, such advance
notification will not always be possible and is not mandatory. Administrative
dismissal authority is discretionary on the part of management officials and is not
an employee entitlement.

Administrative dismissal authority is intended for use during short periods of time,
normally not to exceed three consecutive workdays. Section SC610.3.3.3 of the
below reference prescribes procedures that must be followed when the group
dismissal is approved beyond three days. Regardless of the duration of a particular
group dismissal, management officials may need to change designations of
emergency or mission essential employees. While this should be addressed
through standard operating procedures to the extent possible, management
officials have the discretion to change such designations throughout the course of
the contingency or emergency.

Section SC610.3.2.4 of the reference provides that, in geographical areas where
contingency or emergency situations affect more than one Defense activity, the
Commander or Activity Head employing the largest number of civilian employees
shall make the determination as to whether an emergency exists and assess the
appropriateness of authorizing administrative dismissal of employees. Decisions
by other Commanders and Heads of Activities in the area that are at variance with
this decision must be coordinated with the commander or head of activity
responsible for making the area-wide decision. Coordination with non-DoD
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Federal installations in the area should be undertaken through Federal Executive
Boards or similar organizations of Federal officials.

Within the Washington, DC, metropolitan area (i.e., duty stations within the
Washington Capital Beltway), management officials should follow the
Washington, DC, Emergency Dismissal or Closure Procedures, as administered by
the DoD Component or Washington Headquarters Services, as appropriate.

Reference:

DoD 1400.25-M, “DoD Civilian Personnel Manual,” December 1996,
Subchapter (SC) 610

Excused Absence

The reference document below authorizes management officials, consistent with
delegations of authority by DoD Component Heads, to excuse employees from
duty for brief periods of time without loss of pay or charge to other paid leave.
Excused absence differs from administrative dismissal in that it is to be authorized
on a case-by-case basis for individual employees.

While Section SC630.7.4 of the below reference lists the more common situations
in which excused absence may be granted, that list is not intended to be all-
inclusive.

Circumstances associated with contingency and emergency situations may well
warrant use of excused absence authority. Examples of such circumstances include
the inability to report for duty because of disruptions in transportation services or
personal situations related to the contingency or emergency situation requiring the
employee’s immediate attention away from the duty station.

Section SC630.7.2 of the below reference provides that authority to grant excused
absence should be delegated to the lowest practical level. Management officials
should refer to their DoD Component’s policies to determine the specific level to
which this authority has been delegated. During a contingency or emergency,
management officials having approval authority should review all requests for
excused absence and make individual approval decisions based on the specific
circumstances of each employee’s situation. Management officials also have the
authority to approve excused absence without a specific request from an employee
when they determine that the employee’s situation warrants it.

Reference:

DoD 1400.25-M, “DoD Civilian Personnel Manual,” December 1996,
Subchapter (SC) 630 Pay/Leave
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Premium Pay Limitations

Reference (a) limits an employee’s aggregate rate of pay (including base pay and
premium pay) for any pay period to the greater of the biweekly rate of pay for GS-
15, step 10, or equivalent, or Level V of the Executive Schedule. This limitation
requires that an employee’s basic pay plus premium pay for overtime work
(including compensatory time off), night work, standby duty, and work on
Sundays or holidays be calculated each pay period. No premium payments may be
made when an employee’s pay exceeds the biweekly pay limitation. Reference (a)
provides further, however, that this biweekly limitation does not apply to work
performed in connection with an emergency that involves a direct threat to life or
property or work that is critical to the mission of the agency. In such emergencies,
General Schedule, (including law enforcement officers) and National Security
Personnel System (NSPS) employees, performing work directly related to an
emergency situation may receive premium pay as long as the annual total (basic
pay plus premium pay) does not exceed the greater of the annual rate for GS-15,
step 10, or equivalent or Level V of the Executive Schedule. By administrative
extension, the emergency authority to apply an annual limitation instead of a
biweekly one also applies to nonappropriated fund payband employees.

Under regulations prescribed by the Office of Personnel Management in reference
(b) Heads of Agencies are delegated the authority to determine the existence of an
emergency. Within DoD, this authority has been further delegated through
reference (c) to officials who exercise personnel appointing authority (normally
the head of an installation or activity). The authority is delegated through, and
subject to the authority of, the DoD Components.

Management officials exercising this authority must identify the employees
covered by the waiver. Employing activities must then notify the servicing payroll
offices in writing. Waivers granted under this authority are to be terminated when
the work in connection with the emergency has been completed. Similar
provisions covering NSPS employees are in reference (d).

Once an emergency is declared, the Defense Finance and Accounting Service
(DFAS) procedures require that the installation or activity send the payroll office a
list of eligible employees via the Electronic Data Management (i.e., imaging) at
the DFAS toll free number of 866-401-5849. The memorandum must contain the
names and social security numbers of affected employees and give the starting and
ending dates of the emergency. If the ending date is not known at the time the
supervisor submits the list to DFAS, he or she must submit a second memorandum
at the time the emergency terminates.

Employees paid under the Federal Wage System are not subject to the premium
pay limitations of reference (a). Fair Labor Standards Act overtime is not subject
to the limitation on premium pay reference (d).
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References:
() Section 5547 of'title 5, United States Code
(b) Title 5, Code of Federal Regulations, Section 550.106(a)

(c) DoD 1400.25-M, “DoD Civilian Personnel Manual,” December 1996,
Subchapter (SC) 550, Section SC550.3.1.1

(d) Title 5, Code of Federal Regulations, Section 9901.361.

Hostile Fire Pay

Reference (a) provides authority to pay hostile fire pay to civilian employees. The
authority allows payment of $150.00 per month to a civilian employee who:

(1) was subject to hostile fire or explosion of hostile mines;

(2) was on duty in an area in which the employee was in imminent danger of
being exposed to hostile fire or explosion of hostile mines and in which, during the
period on duty in that area, other civilian employees were subject to hostile fire or
explosion of hostile mines; or

(3) was killed, injured, or wounded by hostile fire, explosion of a hostile mine, or
any other hostile action.

The Principal Deputy Under Secretary of Defense (Personnel and Readiness) has
the authority to designate areas where DoD civilian employees are subject to
hostile fire. Within those designated areas, local Commanders or Heads of
Installations may certify that an employee, or group of employees, meets one of
the criteria above and thereby authorize hostile fire pay. An employee who is
receiving a post differential under reference (b) for exposure to political violence
or is receiving a danger pay allowance under reference (c) is not eligible for
hostile fire pay.

Hostile fire pay is not prorated. Any employee certified by the appropriate
management official will receive the full monthly payment. Additionally, an
employee who was injured or wounded by hostile fire, and who was hospitalized
for the treatment of the injury or wound may be paid hostile fire pay for not more
than three additional months during a related ho