
PATCH 56.4.5 
 
Scheduled to be released to the field, Saturday, March 05, 2005 at 7:00 A.M. CST 
 
Database changes only. 
 
 

REPAIRS 
 

PR/CRT NBR                      REPAIR 
Initiated 
By 

Critical 
Function 

  
Critical Patch Update Jan 2005  

DCPDS CERT Report 05-008      
  Database Server Patch/Exits/CSU     

Oracle Patch 
2611482 

Summary:   Security correction for 
Advisory CAN-2002-0840.   Oracle 
Critical Patch Update Jan 2005  
Joint Task Force - Global Network 
Operations (JTF-GNO) Information 
Assurance Vulnerability Alert (IAVA) 
2005-A-0004. 
DCPDS CERT Report 05-008. Oracle Other 

Oracle Patch 
2701372 

Summary:  DTDS AND SOAP (Security 
Alert 65).  Oracle Critical Patch Update 
Jan 2005  
Joint Task Force - Global Network 
Operations (JTF-GNO) Information 
Assurance Vulnerability Alert (IAVA) 
2005-A-0004. 
DCPDS CERT Report 05-008. Oracle Other 

Oracle Patch 
4003006 

Summary:  Provided an MLR on top of 
9.2.0.5 for Security Roll Up.   Oracle 
Critical Patch Update Jan 2005  
Joint Task Force - Global Network 
Operations (JTF-GNO) Information 
Assurance Vulnerability Alert (IAVA) 
2005-A-0004  
DCPDS CERT Report 05-008  Oracle Other 

  HR Application Server Patch/CSU     

Oracle Patch 
4005880 

Summary:  Oracle Critical Patch 
Update January 2005.  Release Notes 
for Oracle Application Server Version 
1.0.2.2/ Developer 6i.                              
DCPDS CERT Report 05-008  Oracle Other 

  CMIS Database Server Patch     



Oracle Patch 
4003051 

Summary:  This Critical Patch Update 
is a cumulative update (including all 
Oracle Security Alert #68 fixes) 
containing fixes for multiple security 
vulnerabilities. In addition, it also 
contains non-security fixes that are 
required (because of 
interdependencies) by those security 
fixes. Oracle Other 

  Prerequisite Patches     

TD 9788                
Oracle Patch   
3516136 

Summary:  Cannot respond to Oracle 
Inbox.  Received FRM 92050 Error.        
Resolution:   This condition will be 
cleared with the loading of CPU2005-1.  
JTF-GNO IAVA 2005-A-0004 (DCPDS 
CERT Report 05-008).                           
Note:  HR Prereq for Patch 4005880 LMIT In Box 

Oracle Patch 
1632947 

Summary:  Corrected the bind 
variables issue for select statements in 
the two jsp files.  Oracle Critical Patch 
Update Jan 2005  
Joint Task Force - Global Network 
Operations (JTF-GNO) Information 
Assurance Vulnerability Alert (IAVA) 
2005-A-0004. 
DCPDS CERT Report 05-008.               
Note:  HR Prereq for Patch 4005880 Oracle Other 

Oracle Patch 
2287816 

Summary:  Upload patch set for 
Webcache 2.0.0.4.0.   vOracle Critical 
Patch Update Jan 2005. 
Joint Task Force - Global Network 
Operations (JTF-GNO) Information 
Assurance Vulnerability Alert (IAVA) 
2005-A-0004. 
DCPDS CERT Report 05-008.               
Note:  HR Prereq for Patch 4005880 Oracle Other 

Oracle Patch 
2376472 

Summary:  8.1.7.4 Patch set for Oracle 
data server.  It includes patches for the 
RDBMS, PL/SQL, Pre-compiler, 
Networking, interMedia Text, JDBC, 
JavaVM, Enterprise Java Beans, Corba 
and Java Server Pages products.           
Oracle Critical Patch Update Jan 2005 
Joint Task Force - Global Network 
Operations (JTF-GNO) Information 
Assurance Vulnerability Alert (IAVA) 
2005-A-0004. 
DCPDS CERT Report 05-008.              
Note:  HR Prereq for Patch 4005880 Oracle Other 



Oracle Patch 
3281229 

Summary:  APPS6: Ensures that 
sensitive information cannot be exposed 
in server commands.                             
Oracle Critical Patch Update Jan 2005 
Joint Task Force - Global Network 
Operations (JTF-GNO) Information 
Assurance Vulnerability Alert (IAVA) 
2005-A-0004. 
DCPDS CERT Report 05-008.  
BUG 3281229.                                    
Note:  HR Prereq for Patch 4005880 Oracle Other 

Oracle Patch 
3201067 

Summary:  2004-S004E.  Oracle 
Critical Patch Update Jan 2005  
Joint Task Force - Global Network 
Operations (JTF-GNO) Information 
Assurance Vulnerability Alert (IAVA) 
2005-A-0004. 
DCPDS CERT Report 05-008.               
Note:  HR Prereq for Patch 4005880 Oracle Other 

Oracle Patch 
2632838 

Summary:   APPS6: Corrects where 
the 'LOG' Parameter on the URL was 
ignored by the Forms Servlet.  Oracle 
Critical Patch Update Jan 2005  
Joint Task Force - Global Network 
Operations (JTF-GNO) Information 
Assurance Vulnerability Alert (IAVA) 
2005-A-0004. 
DCPDS CERT Report 05-008.                
Note:  HR Prereq for Patch 4005880 Oracle Other 

Oracle Patch 
3333818 

Summary:  Corrects where the user 
was receiving the error 
APPS6:REGRN:FRM-92100 Using 
Record = Names and  acknowledging 
the forms native window.  Oracle Critical 
Patch Update Jan 2005  
Joint Task Force - Global Network 
Operations (JTF-GNO) Information 
Assurance Vulnerability Alert (IAVA) 
2005-A-0004. 
DCPDS CERT Report 05-008.               
Note:  HR Prereq for Patch 4005880 Oracle Other 

Oracle Patch 
3309083 

Summary:  APPS6: Patch Set 
Exception for Base BUG 3309083 on 
top of Forms 6.0.8.25 for HP.   Oracle 
Critical Patch Update Jan 2005  
Joint Task Force - Global Network 
Operations (JTF-GNO) Information 
Assurance Vulnerability Alert (IAVA) 
2005-A-0004. 
DCPDS CERT Report 05-008               
Note:  HR Prereq for Patch 4005880 Oracle Other 



Oracle Patch 
4085551 

Summary:  Applications interoperability 
patch for JINITIATOR 1.3.1.18.  
Includes new install scripts, jinit.sh (for 
unix) and jinit.cmd (for windows) to work 
with j2se (jdk) 1.4.2 installed on the 
middle tier.    DCPDS CERT Report 05-
008.                                                       
Note:  HR Prereq for Patch 4005880 Oracle Other 

Oracle Patch 
3941497 

Summary:  This Patch Set Exception 
(PSE) contains the fix for bug 3891438 
in which Applications uses Forms with a 
Toolbar, with an item, that has the 
height property set to .001 (meaning it's 
not seen). When this Form is run and an 
enter query (F11) is executed we 
handle clipboard menu items for those 
fields supporting those operations. In 
this instance, the Extended Frame and 
parent window are null causing a Forms 
crash with FRM-92100 with Signal 15 
error. This happens when we have 
parameter disable Validate Clipboard 
passed as TRUE to the forms applet. 
This is a not regression of this feature. 
In other areas, such as focusLost(), we 
always check to see if the Extended 
Frame exits.              
DCPDS CERT Report 05-008.              
Note:  HR Prereq for Patch 4005880 Oracle Other 

Oracle Patch 
3392966 

Summary:  This patch contains Oracle 
Applications Java *.dep and driver files 
used for building JAR files, as well as 
additional Forms bug fixes.   
This patch also affects Forms and web 
tiers and all forms based applications 
are also affected. The consumption of 
this patch will cause rebuilding of some 
JAR files.  Oracle Critical Patch Update 
Jan 2005 Joint Task Force - Global 
Network Operations (JTF-GNO) 
Information Assurance Vulnerability 
Alert (IAVA) 2005-A-0004. 
DCPDS CERT Report 05-008.               
Note:  HR Prereq for Patch 4005880 Oracle Other 

Oracle Patch 
3594604 

Summary:  TXK Auto configuration 
template roll up Patch1 (October 2004).  
Oracle Critical Patch Update Jan 2005 
Joint Task Force - Global Network 
Operations (JTF-GNO) Information 
Assurance Vulnerability Alert (IAVA) 
2005-A-0004. 
DCPDS CERT Report 05-008.               
Note:  HR Prereq for Patch 4005880 Oracle Other 



Oracle Patch 
2620726 

Summary:  Buffer overflow in 
ORACLE.EXE.  Oracle Critical Patch 
Update Jan 2005  
Joint Task Force - Global Network 
Operations (JTF-GNO) Information 
Assurance Vulnerability Alert (IAVA) 
2005-A-0004. 
DCPDS CERT Report 05-008.               
Note:  HR Prereq for Patch 4005880 Oracle Other 

Oracle Patch 
3072811 

Summary:  Roll Up Patch for 
iAS1.0.2.2 Client Server.  Oracle Critical 
Patch Update Jan 2005  
Joint Task Force - Global Network 
Operations (JTF-GNO) Information 
Assurance Vulnerability Alert (IAVA) 
2005-A-0004. 
DCPDS CERT Report 05-008.              
Note:  HR Prereq for Patch 4005880 Oracle Other 

Oracle Patch 
3596539 

Summary:  Oracle Critical Patch 
Update Jan 2005  
Joint Task Force - Global Network 
Operations (JTF-GNO) Information 
Assurance Vulnerability Alert (IAVA) 
2005-A-0004  
DCPDS CERT Report 05-008.               
Note:  HR Prereq for Patch 4005880 Oracle Other 

Oracle Patch 
3540179 

Summary:  This Forms 6i one off is 
designed to provide the ability to  
pass run form a callback "input filter" 
function, that will give a thumbs up or 
down on each string typed by an end 
user into a text item or combo box of 
data type CHAR, ALPHA, or LONG.  
Joint Task Force - Global Network 
Operations (JTF-GNO) Information 
Assurance Vulnerability Alert (IAVA) 
2005-A-0004  
DCPDS CERT Report 05-008.         
Note:  HR Prereq for Patch 4005880 Oracle Other 

Oracle Patch 
4047285 

Summary:  APPS6: Patch Set 
Exception for BUG 3710017 on top of 
6.0.8.25 (HP-UX).  Joint Task Force - 
Global Network Operations (JTF-GNO) 
Information Assurance Vulnerability 
Alert (IAVA) 2005-A-0004  
DCPDS CERT Report 05-008.         
Note:  HR Prereq for Patch 4005880 Oracle Other 



Oracle Patch 
3702945 

Summary:  This patch provides a fix for 
a blank document canvas being 
displayed when the 
FNDSCSGN form is run in a BIDI 
language.  Specifically, the symptom is 
seen when 
there are documents on the Documents 
tab. 
Note:  HR Prereq for Patch 4005880 Oracle Other 
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